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3 The New Rules of Rescission

by Daniel Aronowitz

Rescission of the policy contract is sometimes the only
safeguard for a D&O insurance company when a policy has
been obtained by fraud or based on financial statements that
have been materially restated by a policyholder. But courts
in five recent rescission cases have created new threshold
roadblocks to rescission based on financial restatements,
including restricting unilateral rescission and the bases for
rescission, and strictly enforcing application severability
clauses.

2 3 The Danger of Playing With

House Money: The Case Against
Collusion Between D&O Insureds
and Shareholder Claimants

by David H. Topol and Kimberly M. Melvin

This article responds to the article authored by John H.
Mathias, Jr. and Timothy W. Burns titled “Conserving D&O
Insurance Policies in Securities Fraud Litigation: A Common
Interest of Policyholders and Institutional Shareholder
Claimants” in the July/August issue of Coverage. The ar-
ticle identifies a number of fundamental flaws in Mathias
and Burns’s article.

29 The Second Wave of Asbestos
Litigation and Its Impact On
Insurance

by John S. Vishneski IIl and Angela R. Elbert

The first wave of asbestos claims has washed over American
industry and has left broken and bankrupt asbestos manufac-
turing companies in its wake. Unfortunately, the pool of
individuals injured by exposure to asbestos continues to grow,
and a new second bigger wave of asbestos claims is beginning
to take its toll on a different and larger group of American
companies -- those that used asbestos in their products and
on their premises. This article provides some practice ad-
vice for companies facing the second wave asbestos claims
derived from the lessons learned during the first wave and
the new characteristics of the second wave.

Emerging Corporate
Governance Standards for
Risk Management and the

Lawyer’s Role

by Mark Siwik and Randall Davis

I. Introduction

Perhaps for the first time in its fifty-year history, risk man-
agement has become a topic of corporate governance.
Since 1999, corporate directors and senior management
of publicly listed companies in the United Kingdom have
been required to identify and manage material risks.! Simi-
larly, the passage of The Sarbanes-Oxley Act of 2002 is
forcing senior management of American companies to
identify and review financial risks and then report what
measures are being taken to mitigate those risks.?

(Continued on page 14)
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Emerging Corporate Governance
Standards

(continued from page 1)

Complying with these emerging standards of cor-
porate governance for risk management is easier said
than done. To begin with, there is confusion as to
what constitutes best practices for risk management.
In the words of one respected industry group, “no
common technology exists, and there are few if any
widely accepted principles that can be used by
business leaders as a guide in developing an effective
corporate risk management function.”2 The lack of
a widely accepted framework for risk management
in turn creates questions about how well companies
manage risk. For example, a survey of senior man-
agement published by Financial Executives in No-
vember 2001 showed that 65% of executives lack
confidence that their existing risk management func-
tion identifies and manages all potentially significant
business risks.

If senior management lacks confidence in their
risk management processes, is it any wonder that
corporate boards are uninformed? A recent McKin-
sey survey involving 200 directors representing over
500 boards, determined that almost 40% of the
directors did not understand the risks faced by their
companies.# One could speculate about how many
directors had similar doubts but did not like to say
so.

Who should the board and senior management
look to internally for advice on best practices for risk
management? The obvious choice is the risk man-
ager but in many companies this is only a partial
solution because senior management and “board
members have yet to be convinced of the relevance
of the traditional risk manager.”5 Too often, the risk
manager is perceived as a mid-level functionary
tasked with buying insurance and settling claims.
Instead, companies are likely to turn to a senior
executive, such as the chief financial officer or the
general counsel. Determining which senior executive
is the right person to lead the charge of creating,
appraising, or overseeing the risk management func-
tion must be done on a case-by-case basis. Much
depends on the personal interest and leadership skills
of the person in question and the company’s culture.

Because the company lawyer (whether in-house
or outside counsel) always participates in some
aspect of the risk management function, we decided
to write this two-part article. The goal of the first
section is to provide an overview of the evolution
of risk management so that any company lawyer (or
for that matter any senior executive) can lead or

participate in an intra-company discussion about
improving the corporate risk management function.
For those lawyers who want to contribute more to
the risk management function, the second section
provides specific advice on how to go about it.

II. What is Corporate Risk Management?

This section describes how the corporate risk
management function has evolved since its inception
in the 1950s.8 Our purpose is to provide a sufficient
grounding for the company lawyer to participate in
discussions about corporate governance standards for
risk management with the board of directors and/or
other senior executives such as the chief executive
officer and the chief financial officer.

Risk can be simply defined as deviation from the
expected and it exists in all areas of business. In fact,
risk and return is what business is all about. Risk
also has a positive and negative aspect, which in turn
leads to the definition of corporate risk manage-
ment—taking deliberate action in accordance with
the company’s strategic objectives and board policy
to increase the odds of good outcomes and reduce
the odds of bad outcomes.

As you read through this section, try not to see
risk as simply controlling or preventing the down-
side. Dan Borge, former partner and managing direc-
tor at Bankers Trust and author of the highly popular
risk management book, The Book of Risk, wrote in
his opening paragraph:

The term “risk management” is loaded with con-
notations of caution and timidity, carrying unpleas-
ant reminders of dreary sessions with insurance
agents and infuriating lectures from parents on the
dangers of having a good time. People who think
about risk management at all are likely to think of
it as a grim necessity, at best.”?

Moreover, it is important to recognize that risk
management is pervasive—it touches everybody and
pervades all aspects of personal and corporate life.
Mr. Borge continues:

The point is not to become a risk manager but to
become a better risk manager, since we are all risk
managers already. We make risk decisions every day,
often without thinking about it. . .. I am not sug-
gesting that you agonize over every little choice you
make, but I am suggesting that you can and should
think more carefully about those decisions that could
have important consequences for you.$®

Because we live in a world of uncertainty, we are
all risk managers already. Therefore, any gains in
our understanding of the risk-reward relationship and
how to live with uncertainty can profoundly affect
the success of both our organizations and our per-
sonal lives.
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A. The Risk Management = Insurance Era

Despite its broad and pervasive nature, corporate
risk management has been viewed historically as a
narrow function primarily concerned with insurance.
This historical view arises from the fact that insur-
ance—the transfer of a small loss (the premium) to
a third party which accepts responsibility for a
possible large loss—has been an industry since the
bartering of risk began in London coffeehouses
(today Lloyds) in the late 1600s. By the 1940s,
insurance had matured to the point that companies
could buy it for a number of hazards ranging from
potential loss of property to worker’s compensation.
By the 1950s, corporate America and business ac-
ademia recognized that the mere handling of insur-
ance for a variety of risks had become so compli-
cated and time-consuming that it was deserving of
a full-time position known in most companies as the
“insurance manager.”

Writing for the Harvard Business Review in 1956,
Russell Gallagher, the insurance manager of Philco
Corporation in Philadelphia, suggested that the posi-
tion of insurance manager be renamed “risk manag-
er.” Gallagher argued that the risk manager should
be an executive and that corporate risk management
should concern itself with four basic questions:

® How should a company go about analyzing its
risks? What factors should it look for? What
difficulties is it likely to encounter?

® What efforts should be made to avert or abate
risks? What kinds of steps are possible? What
are the pitfalls and dangers?

® When should a company insure itself against
risks? How should commercial insurance be
purchased? How can insurance costs be kept
to a minimum?

® What problems arise in the administration of
risk management? What kind of authority
should the risk manager have, and how can he
get cooperation in carrying out his program??
Almost 50 years later, Gallagher’s questions remain
relevant. The problem is that the passage of time has
not led to the adoption of a simple and comprehen-
sive risk management framework that answers these
questions.

“A focus on corporate insurance led to con-
ventional thinking that risk management
means insurance — thinking that, unfortu-
nately, is still prevalent today.”

A major reason for the lack of a widely accepted
framework is that insurance industry marketing ef-
forts drove the development of the risk management

position as opposed to critical thinking on the sub-
ject. In 1966, ten years after the Gallagher article,
the Insurance Institute of America developed insur-
ance-related courses leading to the first certification
of risk managers. Newly certified risk managers
often then would join the American Society of
Insurance Management, which today is known as
Risk & Insurance Management Society (RIMS). This
focus on corporate insurance, unfortunately, led to
conventional thinking that risk management means
insurance—thinking that, unfortunately, is still prev-
alent today.

By the mid-1970s, leading thinkers began recog-
nizing that risk management was much more than
insurance and that its practice was becoming dis-
Jjointed and fragmented. In 1976, Fortune magazine
published a special article entitled “The Risk Man-
agement Revolution” by Felix Kloman, a risk man-
agement expert and visionary. Kloman recognized
that companies had begun slicing corporate risk
management into pieces without conscious thought
or deliberation. Financial officers created risk man-
agement tools (hedging, interest swaps etc.) to deal
with the myriad of financial risks (currency levels,
interest rates etc.) confronting businesses. Operations
focused on product quality, product safety, and
business continuity. Executives and boards con-
cerned themselves with growth and optimization of
capital.

Even the insurance function became fragmented
and disjointed. The conservation of physical assets
and the control of insurance purchasing became the
province of the treasurer or the chief financial offi-
cer. Meanwhile, the law department toiled away at
controlling losses and submitting insurance claims,
sometimes in disagreement with the risk manager
who fretted about trying to explain the rising costs
of premiums to senior executives uninterested in
anything other than numbers. In fact, some compa-
nies were nearly torn apart on the issue of coverage
for environmental and asbestos losses, with risk
managers and lawyers often at odds over the mean-
ing of policy language.

The insurance wars over asbestos and environ-
mental contamination did lead to one positive
revelation:

The truth, as risk managers know, is that as soon
as the insurance industry is faced with major risks
— latent diseases, product liability, AIDS, among
others — it runs for cover and leaves industry to its
own devices. Basically, society cannot expect much
help from insurers in sorting out its risk problems
because insurers are interested not in risk reduc-
tion. . .but in risk predictability. 10

The visionary, Felix Kloman, put it this way: insur-
ance . . . is an industry trying to build its edifice
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on the sands of certainty and predictability in a world
in which uncertainty and unpredictability are the
bedrocks.”11

B. Struggling Toward A Holistic Approach

In his seminal 1976 article, Kloman called for a
holistic approach to risk management that would
begin with a “clear, written statement of policy
supported by the board of directors, designating the
administrative authority for coordinating the risk
management effort.”12 In 1990, Kloman described
this holistic approach as follows:

[R]isk management should be seen more as a func-
tion than a specific person. It should be practiced
by many levels of management, with coordination
and guidance from a senior level. . .. How will the
new risk management process function? Ted Ferry
of the University of South Carolina suggests:

We need an overview of checks and balances
that studies every interface and assures that all
risk elements are considered. We need persons
who can see the big picture, overview, coordi-
nate, assimilate and bring every aspect of risk
into focus.

Using the new definition and these comments, risk
management becomes a planning and strategic func-
tion, not solely an assessment, financial or safety
one.

The new risk management will be an outgrowth of
earlier efforts and disciplines. It will be a true
synthesis of many of the earlier ideas that have
approached risk from a more limited vantage point.
The synthesis will be composed of ideas and efforts
from the following areas:

@ Insurance management and risk funding.

® General management theory and practice, from
Henri Fayol to Peter Drucker.

® Macro-risk assessment and decision risk theory
and practice, addressing such areas as nuclear,
natural disaster, and environmental risk.

® Quality assurance methodology, for both prod-
ucts and services.

@ Loss prevention, safety, and security engineer-
ing.
@ (risis management.

@ Financial risk maneuvers, including currency
hedging and interest rate swaps.

@ Risk psychology, education, and communication.
® Statistics and actuarial sciences.

The new risk manager will not have to be, and
certainly cannot be, an expert in each of these areas.
He or she will, however, have to be a manager in
the broadest sense of the word, one who is at least
conversant with the applicable disciplines and will-
ing to look broadly and holistically at risk as it
affects the organization.13

Kloman’s clear and succinct description notwith-
standing, the last 25 years has witnessed a sea of
confusion and paper about the best way to create a
comprehensive risk management framework that is
simple enough to allow for a common way to iden-
tify, manage, and report risk with oversight from
senior management and the board.

“The last 25 years has witnessed a sea of
confusion and paper about the best way to
create a comprehensive framework that is sim-
ple enough to allow for a common way to iden-
tify, manage, and report risk with oversight
from senior management and the board.”

The most common nomenclature given to this
effort to create a holistic approach is “enterprise risk
management.” Several factors have prevented enter-
prise-wide risk management from achieving a best
practices standard. First, “enterprise,” in our view,
is the wrong word because it suggests that the
solution to risk management is a cookie-cutter check-
list or comprehensive template that will completely
satisfy reporting obligations and corporate gover-
nance standards. The better word is “strategic” be-
cause each organization is unique, with its own risk
culture, appetite, processes, and personalities and as
such each organization must adapt and apply “enter-
prise-wide” thinking to its strategic objectives.

Second, enterprise risk management has failed
because organizations are made up of people who
are products of their training and experience. Conse-

" quently, they make little effort to understand the

methodology, benefit, or even to recognize inte-
grated risk concepts. Kloman put it this way: “Finan-
cial risk managers are . . . too focused on currency
levels and interest rates. . .. Safety people don’t
[even] admit that financial risk management ex-
ists.” 14 The rationalization offered for this compart-
mentalized thinking is that if the individual compo-
nents, or “‘silos,” of total risk are optimized, then the
whole must therefore be optimized.

Third, and perhaps most importantly, far too much
time and attention has been spent trying to perfect
a model of enterprise risk management that captures
and classifies every form of risk confronting an
organization. Our view of the typical risk categories
is shown in Figure 1. We favor this simple approach
because it uses the category “Other Risk” to avoid
getting caught up in the minutia of risk categoriza-
tion. There has been no agreement on what consti-
tutes total risk to an organization, and we’re not sure
that there ever will be. Moreover, it’s not as neces-
sary to have widespread agreement throughout the
business world on how best to classify risk as it is
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to appreciate that corporate governance standards are
moving toward using strategic risk management to

address the uncertainty inherent in managing a
business.

Risk Context

Internal &
external

Other Risk

Figure 1

We believe that it is just a matter of time until
the emerging corporate governance standards requir-
ing boards and senior management to become more
involved with risk management settle on a strategic
risk management framework that equates with “best
practices.” How quickly this best practices standard
develops will depend on four factors:

® How quickly will companies recognize that risk
management requires a senior person or several
senior people to champion and lead the effort?

® How quickly will companies recognize that the
proper function of the internal champion is to
ensure that all facets of the organization are
following board level policy on risk manage-
ment, using techniques that are consistent with
such policy and appropriate for the particular
context at issue?

® Will companies be able to avoid falling into a
trap of jargon and an overly complicated risk
management model that is unrealistic or im-
practical to implement?

® How successful are companies in acknowledg-
ing existing risk management expertise while
motivating the people with such expertise to
buy into a common risk management communi-
cation and reporting framework that is simple
and easy to use?

In the next subsection, we review the two leading
models of strategic risk management.

C. Leading Risk Management Models

The most talked about model at the moment is
COSO’s Enterprise Risk Management Framework. 15
This model is designed to help a company meet its
strategic, operational, and reporting and compliance
objectives by focusing on the interrelationships of
risks across business units and at every level of the
company. The desired result is consistent risk and
control consciousness throughout the organization.
The model also represents the first effort by a large
segment of the U.S. business community, the audi-
tors and financial controllers, to create a comprehen-
sive framework (previous models have been largely
the suggestion of an individual or two).

At present, the COSO model is in the draft stage,
with its final release scheduled for mid-2004. Never-
theless, in its present form, we do not believe it is
where senior management and corporate boards
should start in reviewing their risk management
function. First, perhaps due to the kind of people
COSO represents (auditors and controllers), the
model focuses too much on control and the negative
aspects of risk. Another top strategic risk manage-
ment thinker, Mark Carey, comments:

Volume 14, Number 6, November/December 2004

Coverage-17



It has been our experience that one of the biggest
challenges for ERM across all organizations, is to
get the various risk management related functions,
teams and initiatives to work effectively together,
across organizational silos. We constantly see the
conflicts and turf wars between different risk func-
tions. The team assembled for this effort appears to
be heavily weighted towards individuals with experi-
ence in areas related to audit and controllership.
Involving a more diverse risk management team in
the development and oversight of this document
would have likely developed a framework that more
fully addresses the spectrum of risk management pro-
cesses, activities and philosophies necessary to
create an effective ERM program. 16

A second limitation to the COSO framework is
that it violates the KISS rule (Keep it simple, stupid).
Boards and top risk executives will not champion
a methodology that only increases the complexity of
their oversight mandate. While the COSO framework
does cover many of the main points of a good risk
management program, the reader can quickly be-
come lost in the over-complex and jargon-laden
wordiness.

In our view, the risk management model worthy
of becoming the corporate governance standard is
Standards Australia’s AS/NZS 4360:199917 model
for risk management. Like the COSO framework, it

sets out to establish a “generic framework for estab-
lishing the context, identifying, evaluating, treating,
monitoring and communicating risk.”1® But unlike
the COSO model, it is a “model of clarity,” “excep-
tionally well written,” and “the gold-standard for all
others, worldwide.” 12 The framework is a simple 23
pages, and approaches risk management with a
recognition that simplicity will contribute to adop-
tion of the standard.

Like essentially all risk management frameworks,
it describes the iterative process of risk assessment
and risk response in multiple steps:

1. Gain active and ongoing support of senior
management.

2. Develop the organizational risk management
policy.

3. Communicate the policy.

4. Manage risks at the organizational level.

5. Manage risks at the program, project, and team
level.

6. Monitor and review.

Further, the model relies on a simple convention for
managing risk throughout the organization, which is
depicted in Figure 2 below:

A

Establish the context

Yy

Identify risks

Analyze risks

¥

Communicate and consult

Evalua

te risks

Monitor and review

Assess risks

Treat risks

Figure 2
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What makes this approach unique in our minds
is that it does not try to come up with a universal
risk management technique that applies to everyone
and everything. The goal instead is to ensure there
is a base commonality for (i) approaching decisions
in a manner that increases the odds of a good
outcome and reduces the odds of a bad outcome and
(ii) reporting risk management practices in such a
manner that appropriate oversight can be exercised
by senior management and the board.

III. Impacting the Corporate Risk
Management Function

“Risk management, practiced correctly, is
the responsibility of more than one person or
department, it is a multidisciplinary function
drawing from expertise and leadership
throughout the organization.”

This section is intended to provide information to
help the lawyer contribute effectively to the risk
management function. At the outset, however, it is
important to note that the lawyer is by no means the
only member of senior management qualified to lead
and manage the risk management function. In fact,
if there is one trap to avoid, it’s pre-determined
thinking that risk management is best administered
by one section of the company, whether it be legal,
financial, operations, or audit. The best solution will
vary from company to company and it will depend
on the interest level of the people involved and the
culture of the organization. More importantly, risk
management, practiced correctly, is the responsibil-
ity of more than one person or department; it is a
multidisciplinary function drawing from expertise
and leadership throughout the organization.

The first subsection below explains how to ap-
proach the leadership issue in terms of evaluating
present risk management processes and implement-
ing a new framework consistent with emerging
corporate governance standards. The second and
third subsections give two practical examples of how
a lawyer can work with other members of the organi-
zation to improve the risk management function.

A. Leadership

Effective leadership requires starting with the end
goal in mind. Following the model proposed by
Standards Australia, the role of the board and senior
management is to develop the organization’s risk
management policy and to monitor the organiza-
tion’s risk portfolio for compliance with that policy.
Items that may be included in the organization’s risk
management policy are:

® the objectives of the policy and rationale for
managing material risks;

@ relationship between the policy and the organi-
zation’s strategic plan;

@ extent or range of risks to which the policy
applies;

@ guidance on what may be regarded as material
risk;

® who is responsible for managing material risk;

@ support/expertise available to assist those re-
sponsible for managing risk;

® the level of documentation required; and

@ the plan for reviewing organizational perfor-
mance in regard to the policy.20

Once the policy is in place, it is a matter of communi-
cating the policy and ensuring that risk is managed
at the organizational level through the strategic
planning process and within each sub-organizational
area (e.g., operations) or specific project. The two
vehicles most commonly used to ensure that a risk
management policy is established and that risks are
appropriately managed and reported are (i) a mul-
tidisciplinary risk management committee and (ii) a
chief risk officer (“CRO”). Again, there is no right
answer in terms of whether to create a risk manage-
ment committee or a CRO or both. The critical thing
is to recognize the importance of senior leadership.

A pioneer in the use of risk management commit-
tees and CROs is James Lam, who is credited with
becoming the first-ever CRO, “inventing the job title
in 1993 when he was working for U.S. financial
services giant GE Capital.”2! Drawing from the
example of the chief information officer, Lam made
the CRO responsible for “integrating all forms of risk
within the firm—including credit risk, market risk
and operational risk—and elevating the awareness
and understanding of these risks to the board le-
vel.”22 The resulting benefit is twofold: (i) it desig-
nates someone sufficiently senior to make certain
that corporate governance standards are met and (ii)
it ensures that there is at least “one person [who] can
answer the board’s questions about what are the
greatest risks facing the company and how we are
dealing with those.”23

“In picking someone to oversee risk manage-
ment, worry less about about specific risk man-
agement credentials and more about who will
command the respect of the board and senior
management while working effectively with
line managers to ensure compliance with board
policy.”

Chairpersons of risk management committees and
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indeed, CROs, have come from all walks of life
within organizations: “[Alccording to surveys, they
are auditors, actuaries, financial engineers, strategic
planners, lawyers, investor relation specialists, line
operation managers, [insurance] risk managers, even
HR specialists.”24 In our view, we would worry less
about specific risk management credentials and more
about who will command the respect of the board
and senior management while working effectively
with line managers to ensure compliance with board
policy. Such a person should possess strong analyti-
cal ability and proven skills to lead, manage and
communicate:

The CRO need not be the smartest person in the
company, nor the person with the most degrees, nor
the loudest, nor the most energetic, anymore than the
CEO has to be all these things. Rather, a CRO’s
success derives from an ability to see the big picture,
grasp complex topics, identify and analyze the key
issues, and lead the entire process.25

Clearly, the training lawyers receive makes them as

qualified as anyone to oversee the risk management

function.

B. Working as a Team to Manage Total Cost
of Hazard Risk

A good and fairly simple first step to take toward
improving the risk management function is to in-
crease the coordination between insurance purchas-
ing, typically a treasury function, and the law depart-
ment. In our experience, the financial managers
generally fret about the cost of insurance and the
legal managers worry about the expense of managing
claims but too often they don’t work together.

The typical advice given to lawyers desiring to
influence the risk management process is to “take
a more active role in negotiating policies.”26 While
having a lawyer review the policy forms is helpful,
the real question on most minds outside the legal and
financial departments of an organization is whether
the organization is getting true value not only from
its insurance but the efforts made in general to
manage hazard risks. Let’s suppose that an insurance
broker has just presented his annual renewal sum-
mary to a company, which contains another hefty
premium increase. How do the financial and legal
managers respond to the tough questions from other
members of senior management and the board? How
do they evaluate the broker’s statement that the
renewal package is the best deal available?

The metric designed to measure the cost-
effectiveness of hazard risk management (e.g., first
party, third party claims) is a tool known as Total
Cost of Risk (TCOR). Because the cost-effectiveness
of hazard risk management is measured for all types
of industry and size of companies in an annual Total

Cost of Risk survey, each company can benchmark
itself against industry peers and over several years
for trending purposes.

Computing Total Cost of Risk is straightforward:

premiums

+
self-insured losses and legal fees

_|._

broker fees
+

administrative costs
= TCOR

The first step is to add up all premiums, including
any premium tax. Don’t include life or health bene-
fits, as these are not within the scope of this metric,
but do include worker’s compensation. Most compa-
nies will have auto, property, general liability, excess
general liability (or umbrella), and worker’s compen-
sation policies. Others will have coverage for crime,
directors and officers, employment practices, errors
and omissions, cargo, aviation, fiduciary, environ-
mental, etc., depending on the size, complexity and
activities of the business.

Next, total all the losses paid or amounts expected
to be paid (loss reserves) that were not covered by
insurance. Include any outside defense costs or legal
fees that were not covered by insurance associated
with these claims. Next, add the fees paid to the
broker for his or her service. Finally, add administra-
tive costs, which are the costs to manage the insur-
ance program. In large companies it is usually the
costs of the risk management department. In smaller
companies it may be a portion of the controller’s
salary and benefits if he or she spends a portion of
his or her time on insurance matters. In either case
don’t forget the cost of benefits and expenses when
calculating employment costs. Some companies out-
source some aspect of hazard risk management to
a third party, and in those cases, simply put the third
party’s annual fees into this category.

To make TCOR really useful, it must be known
how it compares with the experience of competitors.
To do this, TCOR needs to be expressed as a percent
of revenue, or as a dollar cost per $1,000 of revenue
(take the TCOR for a given year and divide it by
revenue for the same year). For most companies, this
will provide a result between 0.5% to 2.5% of
revenue (sometimes expressed as $5.00 to $25.00 per
$1000 of revenue). Then compare the results to the
reported survey results. Every summer, the Total
Cost of Risk survey is produced in conjunction with
RIMS, the Risk and Insurance Management Soci-
ety.27

Getting the legal and financial departments to
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work together to benchmark the organization in
terms of controlling insurable costs is just the first
step. A second step would be to assemble a multidis-
ciplinary team to assess how well the company is
managing the insurable risk in the first instance so
that the team can meaningfully discuss the degree
to which the organization should transfer risk, the
cost-effectiveness of insurance vs. self-insurance,
and the type and amount of insurance that should
be purchased. In the end, this kind of discussion, as
opposed to just gathering data from operations to
submit to underwriters and allocating premium costs
to the various business units, is true risk
management.

C. A Team Approach to Worker’s
Compensation

Worker’s compensation is another troublesome
area where a lawyer interested in risk management
can make a difference. Historically, worker’s com-
pensation was designed as a covenant between em-
ployers and employees. Employees give up their
right to sue their employers for work-related injuries
and diseases in exchange for quick and economical
wage-loss replacement, sensible and required medi-
cal care, and, when an absolute medical cure is not
possible, a disability payment to compensate for
permanently-lost future earning ability. Without this
covenant, “the entire U.S. economy would be mired
in endless litigation, expense, and impaired productiv-
ity.”28

Notwithstanding its noble objectives, many orga-
nizations and states are experiencing precisely what
the worker’s compensation covenant was created to
prevent. California, for example, is reporting perma-
nent partial disability claims at 181% of the national
average.29 Further, the number of major permanent
disability claims in California has more than doubled
from 1995-2000.3° Government solutions to the
problem have not stemmed the tide: “Estimates of
the legislative ‘savings’ have simply not found their
way into the worker’s compensation claims-file re-
sults.” 31

So, what is going on here? In our view, the
frequency and severity of worker’s compensation
claims are tied to other organizational and external
risk factors that are not being managed by those
tasked with handling worker’s compensation. In
many organizations, one or two people try to do it
all—keep track of workplace injuries, tally the costs
of claims, place the insurance coverage, and try to
get injured workers back to work. Moreover, when
workers are truly injured, they are “dumped” into the
lap of the worker’s compensation manager and they
are no longer a concern of their former manager or

department. They become second-class citizens of
the organization with insufficient effort made to
bring them back to full productivity.

To truly manage a worker’s compensation pro-
gram, a broad risk management approach is required.
This approach will track the obvious costs as well
as the often hidden costs of lost productivity/
efficiency, overtime, continued benefits, claims ad-
ministration, insurance premiums, spoilage, dimin-
ished customer service, OSHA penalties, damage to
tools and equipment, decreased employee morale,
record keeping, lost sales, and diminished reputation.
All of these hidden costs are typically outside the
control of the worker’s compensation manager. Fur-
ther, senior management must see and respond to the
interrelationship of risks. One common example is
the spike in worker’s compensation claims when a
plant closure or workforce reduction is announced.

In the end, a successful worker’s compensation
program depends on the ability of an organization
to manage risk in a comprehensive manner. This will
require a policy that has the support of senior man-
agement, operations, financial and legal, each of
which fulfills their defined roles and responsibilities.
The policy must be communicated and then managed
within the specific operations in accordance with the
company-wide policy. A successful worker’s com-
pensation program will also use simple measurement
and monitoring tools to ensure proper review and
reporting.

IV. Conclusion

Emerging standards of corporate governance are
requiring more involvement by the board of directors
and senior management in the corporate risk man-
agement function. For many companies, the initial
challenge is to simply understand the present state
of their corporate risk management function and
determine how to improve it using the tools and
frameworks in existence today. We hope this article
will help lawyers contribute to the process, particu-
larly because so many organizations look to the
lawyer for advice on what constitutes compliance
with corporate governance standards.

We also hope that this article will help lawyers
determine how best to participate in the risk manage-
ment function. In fact, depending on the lawyer’s
level of interest and the culture of the organization,
it may be appropriate for the lawyer to oversee the
function. Regardless of the depth or breadth of the
lawyer’s involvement, there are two areas, hazard
risk and worker’s compensation, that are good places
to start in helping any organization achieve a best
practices standard for risk management.
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